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INFORMATION REGARDING THE PROCESSING OF PERSONAL DATA OF NATURAL 
PERSON  
 
VIDEO MONITORING 
 
The data controller and their contact information are communicated to the natural person 

regarding the conducted video surveillance (specific premises or territory) through informational 

notices placed in prominent locations. Video surveillance is carried out in the following premises 

and areas: PC Utenoje, address J.Basanavičiaus g. 52, Utena, buildings with specific addresses 

Laisvės al. 82, Kaunas, Tilžės g. 157, Šiauliai, Gedimino pr. 12, Vilnius  

 

The data controller processes the personal data of the individual for the purpose of preventing 

legal violations, identifying offenders, and elucidating legal violations. Processing the personal 

data of the individual is necessary to protect the vital interests of clients, employees, and other 

natural persons, including health and life, to safeguard the private property and assets of clients, 

employees, other natural persons, and the data controller (ES Bendrojo duomenų apsaugos 

reglamento 6 str. 1 dalies d ir f punktai).  

 

The natural person has the right, for specific reasons related to their situation, to object at any 

time to the processing of personal data related to them. In such a scenario, the data controller 

will cease the processing of personal data pertaining to the natural person, unless the controller 

can substantiate that such processing is justified by legitimate reasons that supersede the 

interests, rights, and freedoms of the individual, or is essential for the establishment, exercise, 

or defence of legal claims. 

 

The natural person shall not be obliged to furnish their personal data, and the controller shall 

refrain from attempting to identify the natural person unless it is deemed necessary for the 

aforementioned purposes. Nevertheless, owing to the inherent nature of CCTV surveillance, the 

controller cannot assure that a natural person will be able to perform tasks or receive services 

without being within the field of vision of CCTV cameras. 

 

Your personal data captured by CCTV cameras is processed by security service providers and 

custodians of the CCTV system. In the event of legal infractions, video data is conveyed to pre-

trial investigation bodies and courts; in case of an insured event, the video data is shared with 

the insurance company.  

 

Image data is retained for a period of 14 days. Upon the expiration of the retention period, the 

acquired image data is deleted from the video data recorder. 

 

A natural person has the right to request access to their personal data and, as stipulated by law, 

to request their deletion and restriction of data processing under specific circumstances. The 

natural person also has the right to lodge a complaint with the supervisory authority, the State 

Data Protection Inspectorate.  
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